**Основы безопасного использования Интернета.**

Совсем недавно мало кто знал такое явление, как Интернет и уж тем более никто не мог представить, зачем он нужен рядовому человеку. Но времена изменились – пришла эпоха Интернета. Всемирная сеть занимает всё более крепкие позиции в современном мире.

Сложился некий набор возможного использования Интернета в работе с детьми и собственно в работе школы как организации. Его можно изложить в следующих пунктах:

*1. Использование электронной почты.*

*2. Поиск в сети нужной информации.*

*3. Создание собственных школьных веб-страниц.*

*4. Рассылка и/или съем централизованно подготовленных значимых, общеинтересных материалов (нормативных документов, информации о семинарах и конференциях и т.п.).*

*5. Обмен тематически организованным опытом и идеями (например, для учителей физики, истории или для директоров школ и т.д.).*

*6. Образовательные FAQ (ответы на типичные вопросы).*

*7. Взаимоконсультирование по софту и т.п. (например, для учителей информатики).*

*8. Организация конференций по сети.*

*9. Получение ("скачивание") небольших обучающих программ по разным предметам.*

*10. Совместные проекты школьников (и учителей) разных школ, в том числе разных стран, по разным темам.*

Доступ учащихся к информационным ресурсам сети Интернет обеспечит школьников основным и дополнительным учебным материалом, необходимым для обучения в школе, выполнения заданий преподавателя, самостоятельного обучения и организации досуга. Благодаря таким ресурсам у школьников появляется возможность оперативно знакомиться с новостями, узнавать о проводимых олимпиадах, конкурсах, и не только и принимать в них активное участие, но и побеждать. Всё это постепенно расширяет ценностно-смысловые сферы личности ребёнка.

Участие в различных интернет проектах способствует не только формированию навыков работы в команде, взаимоуважению и адекватной самооценки, но воспитанию патриотизма, уважения к чужому труду, любви к природе, искусству и т.д.

Формированию верности семейным традициям способствуют различные сайты и порталы позволяющие отыскать свои корни, узнать историю фамилии. Такие сайты как <http://www.soldat.ru/>,<http://www.obd-memorial.ru/> и др. позволяют отыскать погибших родственников, а значит, воспитывают у ребёнка чувство долга перед родными и ответственность за судьбу своих близких.

**Интернет – огромный удивительный мир!   
И только от нас взрослых зависит**

**каким он предстанет перед нашими детьми.**

**В каждом возрасте свои опасности посещения сети.**

Сегодня широко известны данные о насыщенности Интернета материалами содержащими агрессию, насилие, жестокость, обман и т.д. Дети уходят от реальности в виртуальный мир, и какими они оттуда вернутся, во многом, зависит от нас, взрослых. Находясь в потоке информации, пропагандирующей материальные блага и удовольствия на животном уровне, не зная и не задумываясь о ценности жизни, человек останавливает своё развитие и входит в мир отчаяния и страданий.

**Основы Интернет - безопасности.**

1. Постоянно контролируйте использование Интернета Вашим ребенком. Это не нарушение личного пространства ребенка, это - мера предосторожности и проявление Вашей родительской ответственности.

2. Проверьте, с какими другими сайтами связан социальный сервис вашего ребенка. Странички вашего ребенка могут быть безопасными, но могут и содержать ссылки на нежелательные и опасные сайты (например, порносайт, или сайт, на котором друг упоминает телефонный номер вашего ребенка, или сайт, содержащий порочащую информацию о школьной администрации)

3. Обсуждите с вашим ребенком проблемы Интернет-безопасности в позитивном тоне, и дайте ему возможность совместно с вами принять решения о режиме безопасности

4. Объясните, что ваши дети должны: НИКОГДА не сообщать личную информацию (имя, адрес, телефон, номер школы), НИКОГДА не встречаться с кем-либо из он-лайн без вашего разрешения, НИКОГДА не открывать электронные письма от неизвестных отправителей, и НИКОГДА НЕ отправлять свою фотографию по Интернету незнакомцам. Фотографии - простой способ, чтобы найти ребенка или отредактировать фотографию вашего ребенка, сделав из нее порнографическую.

5. Поощряйте ваших детей сообщать обо всем странном или отталкивающим и не слишком остро реагируйте, когда они это делают (опасение потерять возможность работы в Интернет является причиной того, что дети не говорят родителям о проблемах, и причиной, по которой они могут начать работать в Сети вне дома).

6.Будьте в курсе он-лайн жизни вашего ребенка. Интересуйтесь, кто их он-лайн друзья так же, как Вы интересуетесь их реальными друзьями.

7. Счет за Интернет-услуги всегда должен быть на имя родителя. Дети никогда не должны сообщать свои пароли никому, кроме родителей.

8. Сообщите в полицию, если вам стало известно о том, что кто-либо делает вашим детям подарки через Интернет или пытается пригласить их куда-то.

9.Не считайте Интернет няней для ребёнка. Дети, работающие в Интернете, нуждаются в контроле со стороны взрослого. Располагайте компьютер в таких уголках дома, где члены вашей семьи находятся часто и подолгу.

Можно порекомендовать следующие сайты, на которых подробно написано о правилах поведения в сети, мерах безопасности. Это

[**http://www.microsoft.com/rus/protect/athome/children/kidsafetyfaq.mspx**](http://www.microsoft.com/rus/protect/athome/children/kidsafetyfaq.mspx)

[**http://www.interneshka.net/**](http://www.interneshka.net/)